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Reported attacks that
totally saturated data 
center bandwidth.

#1 53%

See more than 50 
attacks per month.

Data Center/Cloud Providers

Enterprise, Government + Education (EGE)

For the past three years, we have highlighted 
a significant increase in the scale and frequency 
of volumetric attacks around the world. With the 

emergence of Mirai and other IoT botnets, 

THE PROBLEM IS ONLY GETTING WORSE.

Visit arbornetworks.com/report to learn more.
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MASSIVE ATTACKS WERE A REALITY 
FOR ALL RESPONDENTS.

The largest attack reported 
this year, a 60% increase

 from last year.

Growth in DDoS attack size 
since Arbor began the Worldwide 

Infrastructure Security Report 
in 2005, for a CAGR of 44%.

Growth in peak DDoS attack 
size in the past five years, 

for a CAGR of 68%.

In 2016, ATLAS tracked 
558 attacks over 100 Gbps, 

versus 223 in 2015.
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1,233% 

Service Providers Data Center/
Cloud Providers

Enterprise, Government 
+ Education (EGE)

See more than 51 
attacks per month. 

Customers remain the number 
one target of DDoS attacks, 
with an increasing proportion 
of attacks targeting them. 

Service Providers

Arbor Networks 12th Annual Worldwide Infrastructure Security Report

The Stakes Have Changed:

NOWHERE TO HIDE

Reported DDoS attacks 
exceeding their total 
internet capacity. 

Reported more than 
10 attacks per month.

www.arbornetworks.com/report

